
Limit the amount of personal
information you share online,

and be careful of social
engineering attacks.

 
 
 

BACKUP

Use a virtual private network
(VPN) when connecting to

public Wi-Fi networks.
 

VPN

Be cautious of phishing scams and
never click on suspicious links or

download attachments from
unknown sources.

 

CYBERSMART

For more details, you may visit www.bee-cyberwise.info

Enable multi-factor authentication
(MFA) wherever possible.

 

MFA

PERSONAL

INFORMATIONBackup your important data
regularly to protect against

data loss due to ransomware
or other attacks.

 

Create strong and unique passwords
for each account, and use a password

manager to keep track of them.

PASSWORDS

ANTI-V IRUS

Use antivirus and antimalware
software to protect against viruses

and other malicious software.
 

PATCH

Keep your software up to date
to patch security
vulnerabilities.
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